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This research focuses on evaluation of a new cryptographic technique which uses
characteristics of neural networks in the core. In traditional cryptographic methods;

symmetric key and public key, there are several shortcomings.

This report first introduces a basic structure for a new cryptographic method. Based on that
structure, diverse training methods are analyzed by adjusting neural network properties, to
get an optimal solution for a final model. Discovered model is applied to a practical
algorithm which increases the security further. After establishing final algorithm, it is taken
in to account with various test methods such as entropy, key sizes, security and other
factors which are used for validation, to make out its suitability. Two of new cryptographic
techniques are introduced at the end. Those two techniques are far better than the other
models which are introduced throughout the research, when using them as symmetric key
methods. But as public key methods they has to be improved. However in both ways, those
two methods are unable to face to the attacks which use analysis of plain text or cipher

text.




